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The Need for Network Security 

The Internet continues to grow exponentially. Personal, government, and business applications 
continue to multiply on the Internet, with immediate benefits to end users. However, network-based 
applications and services can pose security risks to individuals and to the information resources of 
companies and governments. Information is an asset that must be protected.  
Security has one purpose: to protect assets. For most of history, this meant building strong walls to 
stop the enemy and establishing small, well-guarded doors to provide secure access for friends. This 
strategy worked well for the centralized, fortress-like world of mainframe computers and closed 
networks.  
The closed network typically consists of a network designed and implemented in a corporate 
environment and provides connectivity only to known parties and sites without connecting to public 
networks. Networks were designed this way in the past and thought to be reasonably secure because 
of no outside connectivity.  
With the advent of personal computers, LANs, and the wide-open world of the Internet, the networks 
of today are more open. As e-business and Internet applications continue to grow, the key to network 
security lies in defining the balance between a closed and open network and differentiating the good 
guys from the bad guys.  
With the increased number of LANs and personal computers, the Internet began to create untold 
numbers of security risks. Firewall devices, which are software or hardware that enforce an access 
control policy between two or more networks, were introduced. This technology gave users a balance 
between security and simple outbound access to the Internet, which was mostly used for e-mail and 
web surfing.  
This balance was short-lived as the use of extranets began to grow, which connected internal and 
external business processes. Businesses were soon realizing tremendous cost savings by connecting 
supply-chain management and enterprise resource planning systems to their business partners, and by 
connecting sales-force automation systems to mobile employees, and by providing electronic 
commerce connections to business customers and consumers. The firewall began to include intrusion 
detection, authentication, authorization, and vulnerability-assessment systems. Today, successful 
companies have again struck a balance by keeping the enemies out with increasingly complex ways 
of letting friends in.  
Most people expect security measures to ensure the following:  
•Users can perform only authorized tasks.  
•Users can obtain only authorized information.  
Users cannot cause damage to the data, applications, or operating environment of a system.  
The word security means protection against malicious attacks by outsiders and by insiders. 
Statistically, there are more attacks from inside sources.  
Security also involves controlling the effects of errors and equipment failures. Anything that can 
protect against an attack will probably prevent random misfortunes, too.  
 
Exercise 1. Answer the questions using the information from the text.  
1. Who can be put at risk by network-based applications?  
2. What strategy was effective in the period of mainframe computers and closed networks?  
3. What is a closed network?  
4. What is considered to be the key to network security nowadays?  
5. How do firewall devices benefit users?  
6. What advantages does connecting internal and external business processes give to companies?  
7. What functions do firewall devices need as a result of growing use of extranets?  
8. What do most people expect from security measures?  
9. What does network security involve except for protection against malicious attacks?  
 
Exercise 2. True or false?  



8 

 

 

1. The firewall device is used to prevent connecting to public networks.  
2. The use of extranets gave businesses a lot of new opportunities.  
3. The Internet became more secure when the number of personal computers increased.  
4. Vulnerability-assessment systems cannot be included into firewall devices.  
5. Networks are more often attacked by insiders than by outsiders.  
 
Exercise 3. Write a short summary of the text.  
 

Exercise 4. Use the words and expressions from the box to complete the sentences.  

vulnerability-assessment      connectivity      public network      authorization      e-business      

application      firewall       authentication      LAN      access 

1. Before connecting to a ______________, make sure your system is fully up to date with the latest patches.  
2. End users have great difficulty using this file permission system to create security policies for file 
________.  
3. _______ is the process of determining whether someone or something is, in fact, who or what it is declared 
to be.  
4. _______ is the process used in verifying that someone who has requested or initiated an action has the right 
to do so.  
5. _______ is capable of transmitting data at very fast rates, much faster than data can be transmitted over a 
telephone line; but the distances are limited and there is also a limit on the number of computers that can be 
attached to it.  
6. Sometimes a new and popular _______ arises which only runs on one platform, increasing the desirability 
of that platform.  
7. If security holes are found as a result of _________, a vulnerability disclosure may be required.  
8. When organizations go online, they have to decide which ________ models best suit their goals.  
9. Persistent ________ is impossible in a mobile world, which means it is also impossible for employees to 
access their enterprise applications when they need them most4when they're in the field doing their jobs.  
10.When a packet passes through a __________, it filters the packet on a protocol/port number basis.  

 
Exercise 5. Match the verbs and the nouns. Sometimes, more than one option is possible. 

 

1. surf  

2. provide  
3. connect to  
4. perform  
5. cause 

 
a. task  
b. access  
c. the web  
d. damage 
e. a network 

 

�D9@S 6OCB?A9A<S - 45 @<AGF. 
�D<F9D<< BJ9A><: 
#D46<?PAB 6OCB?A9AAB9 ;484A<9 3 5 54??B6. 
�E97B 20 54??B6. 
 
�D<F9D<< BJ9A<64A<S: 

�B?<K9EF6B CD46<?PAOI BF69FB6 #DBJ9AF 
6OCB?A9A<S "J9A>4 
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18 3 20 90 % -  100% 5 (BF?<KAB) 

16 3 17 80%  - 89% 4 (IBDBLB) 

14 - 15 70 % - 79% 3 (G8B6?9F6BD<F9?PAB) 

@9A99 14 @9A99 70% 2 (A9 G8B6?9F6BD<F9?PAB) 
 

&9>EF  № 2 
Attacks  

Four primary classes of attacks exist: (1) reconnaissance, (2) access, (3) denial of service, and (4) 
worms, viruses, and Trojan horses.  
Reconnaissance is an unauthorized discovery and mapping of systems, services, or vulnerabilities. It is 
also known as information gathering and, in most cases, it precedes an actual access or denial-of-
service attack. Reconnaissance is somewhat analogous to a thief casing a neighborhood for vulnerable 
homes to break into, such as an unoccupied residence, easy-to-open doors, or open windows.  
System access is the ability for an unauthorized intruder to gain access to a device for which the 
intruder does not have an account or a password. Entering or accessing systems to which one does not 
have authority to access usually involves running a hack, script, or tool that exploits a known 
vulnerability of the system or application being attacked.  
Denial of service (DoS) implies that an attacker disables or corrupts networks, systems, or services 
with the intent to deny services to intended users. DoS attacks involve either crashing the system or 
slowing it down to the point that it is unusable. But DoS can also be as simple as deleting or corrupting 
information. In most cases, performing the attack simply involves running a hack or script. The 
attacker does not need prior access to the target because a way to access it is all that is usually 
required. For these reasons, DoS attacks are the most feared.  
Malicious software (worms, viruses, and Trojan horses) is inserted onto a host to damage a system; 
corrupt a system; replicate itself; or deny services or access to networks, systems or services. They can 
also allow sensitive information to be copied or echoed to other systems.  
Trojan horses can be used to ask the user to enter sensitive information in a commonly trusted screen. 
For example, an attacker might log in to a Windows box and run a program that looks like the true 
Windows logon screen, prompting a user to type his username and password. The program would then 
send the information to the attacker and then give the Windows error for bad password. The user 
would then log out, and the correct Windows logon screen would appear; the user is none the wiser 
that his password has just been stolen.  
Even worse, the nature of all these threats is changing4from the relatively simple viruses of the 1980s 
to the more complex and damaging viruses, DoS attacks, and hacking tools in recent years. Today, 
these hacking tools are powerful and widespread, with the new dangers of selfspreading blended 
worms and network DoS attacks. Also, the old days of attacks that take days or weeks to spread are 
over. Threats now spread worldwide in a matter of minutes.  
The next generations of attacks are expected to spread in just seconds. These worms and viruses could 
do more than just wreak havoc by overloading network resources with the amount of traffic they 
generate, they could also be used to deploy damaging payloads that steal vital information or erase 
hard drives. Also, there is a strong concern that the threats of tomorrow will be directed at the very 
infrastructure of the Internet.  
 
Exercise 1. Answer the questions using the information from the text.  
1. What is a common classification of attacks?  
2. What are the objectives of reconnaissance?  
3. When can accessing a system be considered an attack?  
4. What do DoS attacks usually involve?  
5. What examples of malicious software exist?  
6. What damage is malicious software able to cause to a system?  
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7. How can Trojan horses be used to steal passwords?  
8. How are attacks changing over the time?  
9. What are the next generations of attacks expected to be like?  
 
Exercise 2. True or false?  
1. Reconnaissance is often used as the first step of a major attack.  
2. DoS attacks are dangerous because most of them are very simple to perform.  
3. Viruses spread considerably faster nowadays than before.  
4. Selfspreading blended worms originate from the 1980s.  
5. The next generations of attacks could erase hard drives.  
 
Exercise 3. Write a short summary of the text.  
 
Exercise 4. Use the words and expressions from the box to complete the sentences. malicious software       
password      denial of service      reconnaissance     worm      payload      logon screen      hard drive      
username      intruder 
1. Windows makes it possible to change the ______________ that appears when you start your 
computer without any third-party software, but this setting is well hidden.  
2. A ______________ attack is an incident in which a user or organization is deprived of the services 
of a resource they would normally expect to have.  
3. The ______________detection technique tries to identify people behind attacks by analyzing their 
computational behaviour.  
4. Nowadays, it is a common practice for computer systems to hide a ______________ as it is typed.  
5. Spyware or other ______________ is sometimes found embedded in programs supplied officially 
by companies, e.g., downloadable from websites, that appear useful or attractive, but may have, for 
example, additional hidden tracking functionality that gathers marketing statistics.  
6. In a computer, a ______________ is a self-replicating virus that does not alter files but resides in 
active memory and duplicates itself.  
7. Your ______________ can be used to create a custom link to your profile that you can give out to 
people or post on external websites.  
8. Active ______________ is a type of computer attack in which an intruder engages with the targeted 
system to gather information about vulnerabilities.  
9. In computer security, ______________ refers to the part of malware which performs a malicious 
action.  
10. Computers have a ______________ and use it to store files for the operating system and software 
that run on the computer, as well as files created or downloaded to the computer by a user.  
 

Exercise 5. Match the verbs and the nouns. Sometimes, more than one option is possible.  

 
1. deny  

2. type  
3. map  
4. erase  
5. deploy  

 
a. a hard drive  
b. a payload  
c. a username  
d. a service  
e. a system 

 
�D9@S 6OCB?A9A<S - 45 @<AGF. 
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&9>EF № 3. 
Software Security  

Software security is the idea of engineering software so that it continues to function correctly under 
malicious attack. Most technologists acknowledge this undertaking’s importance, but they need some 
help in understanding how to tackle it.  
A central and critical aspect of the computer security problem is a software problem. Software defects 
with security ramifications4including implementation bugs such as buffer overflows and design flaws 
such as inconsistent error handling4promise to be with us for years. All too often, malicious intruders 
can hack into systems by exploiting software defects. Internet-enabled software applications present 
the most common security risk encountered today, with software’s ever-expanding complexity and 
extensibility adding further fuel to the fire.  
Pondering the question, <What is the most effective way to protect software?= can help untangle 
software security and application security. On one hand, software security is about building secure 
software: designing software to be secure, making sure that software is secure and educating software 
developers, architects and users about how to build secure things. On the other hand, application 
security is about protecting software and the systems that software runs in a post facto way, after 
development is complete. Issues critical to this subfield include sandboxing code (as the Java virtual 
machine does), protecting against malicious code, obfuscating code, locking down executables, 
monitoring programs as they run (especially their input), enforcing the software use policy with 
technology and dealing with extensible systems.  
Application security follows naturally from a network-centric approach to security, by embracing 
standard approaches such as penetrate and patch and input filtering (trying to block malicious input) 
and by providing value in a reactive way. One reason that application security technologies such as 
firewalls have evolved the way they have is because operations people dreamed them up. In most 
corporations and large organizations, security is the domain of the infrastructure people who set up and 
maintain firewalls, intrusion detection systems, and antivirus engines (all of which are reactive 
technologies).  
However, these people are operators, not builders. Given the fact that they don’t build the software 
they have to operate, it’s no surprise that their approach is to move standard security techniques 
<down= to the desktop and application levels. The gist of the idea is to protect vulnerable things (in 
this case, software) from attack, but the problem is that vulnerabilities in the software let malicious 
hackers skirt standard security technologies with impunity. If this were not the case, then the security 
vulnerability problem would not be expanding the way that it is. Clearly, this emphasizes the need to 
get builders to do a better job on the software in the first place.  
On the road to making such a fundamental change, we must first agree that software security is not 
security software. This is a subtle point often lost on development people who tend to focus on 
functionality. Obviously, there are security functions, and most modern software includes security 
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features, but adding features such as SSL (for cryptographically protecting communications) does not 
present a complete solution to the security problem. Software security is a system-wide issue that takes 
into account both security mechanisms (such as access control) and design for security (such as robust 
design that makes software attacks difficult). Software security must be part of a full life cycle 
approach. Just as you can’t test quality into a piece of software, you can’t spray paint security features 
onto a design and expect it to become secure. There’s no such thing as a magic crypto fairy dust4we 
need to focus on software security from the ground up.  
 
Exercise 1. Answer the questions using the information from the text.  
1. How can the concept of software security be described?  
2. Why is software the central aspect of computer security?  
3. What does software security involve?  
4. What does application security involve?  
5. What standard approaches of application security exist?  
6. Why do application security techniques prevail nowadays?  
7. Why do not application security techniques always work well?  
8. What is the difference between software security and security software?  
9. When should software developers start focusing on security?  
 
Exercise 2. True or false?  
1. Engineering secure software is a complicated issue for most technologists.  
2. The problem of implementation bugs is likely to be solved in the short term.  
3. Internet-enabled software applications are relatively secure.  
4. The more complex software is, the less risk it presents.  
5. Modern software should never include security features.  
 
Exercise 3. Write a short summary of the text.  
 
Exercise 4. Use the words and expressions from the box to complete the sentences.  
executable      desktop     use policy      buffer overflow      sandbox      bug     full life cycle     antivirus 
engines     robust design     design flaws 
1. Here are some examples of ______________: broken authentication mechanism (that could be 
authentication bypass), failure to authorize after authentication, not explicitly validating all data or 
understanding how integrated external components change the attack surface.  
2. A ______________ is a set of rules applied by the owner, creator or administrator of a network, 
website, or service, that restrict the ways in which the network, website or system may be used, and 
sets guide lines as to how it should be used.  
3. Multiscanning is running multiple anti-malware or ______________ concurrently.  
4. In Windows operating system, an ______________ usually has a file name extension of .bat, .com, 
or .exe.  
5. Systems development life cycle (SDLC) and systems analysis and design (SAD) are cornerstones of 
______________ product and system planning.  
6. ______________ is a set of engineering methods widely successful in reducing sensitivity to such 
noise factors as customer use conditions, manufacturing variability, and degradation of a system over 
time.  
7. In general, a ______________ is an isolated computing environment in which a program or file can 
be executed without affecting the application in which it runs.  
8. A ______________ occurs when a program or process tries to store more data in a temporary data 
storage area than it was intended to hold.  
9. If an inconsistency is encountered, the program may immediately halt so that the ______________ 
may be located and fixed.  
10. An all-in-one ______________ computer typically combines the case and monitor in one unit.  
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Exercise 5. Match the verbs and the nouns. Sometimes, more than one option is possible.  
filter  
handle  
run  
enter  
detect  
 
a system  
information  
an error  
an intrusion  
input 
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&9>EF № 4. 
Government to Rescue IT? 

Internet and computer growth in Russia has been the envy of every European and North American 
country during the past few years. But growth in all IT areas is expected to slow by a considerable 
amount. Cell-phone growth in Moscow and St.Petersburg is limited to subscribers exchanging models, 
while subscriber growth is limited to the regions. Mobile communication companies had hoped that 
3G technology would prove to be a boom, but the lack of equipment capable of handing such a 
technology is holding back development. 
<Informatization= of the country means simply buying more computers and increasing. Internet usage 

has nearly reached the limit that current technological equipment can provide. There is not enough 
money to increase capacity. The largest computer and Internet service providers in Russia will reach 
yearly turnover of $500 million, which is far too small of a sum to begin improving communication 
structures on their own. 

Moreover, Russian IT faces another problem: most of the people who need computers live in cities of 
one million or more, and those people have already bought them. The majority who live outside of 
<wired= urban areas have absolutely no reason to buy a computer. 

The government, did launch the Electronic Russian program, which was designed to create an 
electronic government that would increase interaction between citizens and their elected leaders. 
Different ministries and political organs could not agree on how to implement the program, and it 
came to nothing. The government has developed a new plan. This time a single ministry will be 
responsible for < informatization=, and its decisions will be carried out by all government organs. The 
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IT created office will have to have not only the necessary resources but  also a fair share of political 
leverage. If this is not done, then Russia will have to wait many years for IT businesses to become 
large enough to put pressure on the government to < informatize=. 

The most popular Internet service is e-mail. Most of the people, who have access to the Internet, use 
the network only for sending and receiving e-mail messages. However, other popular services are 
available on the Internet:  reading USENET News, using the World-Wide Web, telnet, FTP, and 
Gopher. 

In many developing countries the Internet may provide businessmen with a reliable alternative to the 
expensive and unreliable telecommunications systems of these countries. Commercial users can 
communicate over the Internet with the rest of the world and can do it very cheaply. When they send e-
mail messages, they only have to pay for phone calls to their local service providers, not for calls 
across their countries or around the world. But who actually pays for sending  e-mail messages over 
the Internet long distances, around the world? The answer is very simple: user pays his/her  service 
provider a monthly or hourly fee. Part of this fee goes towards its costs to connect to a larger service 
provider. Part of the fee got by the larger provider goes to cover its cost of running a worldwide 
network of wires and wireless stations. 

 
З444=8я : F5:EFG 
П@>G8B49B5 B5:AB 8 ?5@56548B5 ?5@6O5 B@8 4574F4 =4 @CAA:89 O7O:. 
 

Н4948B5 6 B5:AB5 ?@54;>65=8O, A>45@64щ85 =865A;54CNщ85 A;>64 8 6O@465=8O: 
a) mobile communication 
b) e-mail messages 
c) a service provider 
d) a worldwide network 
e) the World-Wide Web 
f) a local service provider 
g) a wireless station 
 
 С>>B=5A8B5 A;54CNщ85 :;NG56O5 A;>64 A A>>B65BAB6CNщ8< ?5@56>4><: 
1) Internet growth                                       a) >B@CPRF9DAO= DBEF 
2) a considerable amount                            b) Q?9>FDBAA4S CDB7D4@@4 
3) a current technological equipment          c) >B@C4A<< @B5<?PAOI EFDG>FGD 
4) Increasing Internet usage                        d) D4ECDBEFD4A9A<9 >B@CPRF9DB6 
5) mobile communication companies         e)EFDG>FGDO E6S;< 
6) communication structures                      f) 8BEFGC 6 <AF9DA9F 
7) spreading computers                              g) G69?<K9A<9 �AF9DA9F B5D4M9A<S 
8) Internet  access                                           h) CBFB> F9IAB?B7<K9E>B7B B5BDG8B64A<S 
9) a computer growth                                 i) ;A4K<F9?PAB9 >B?<K9EF6B 
10) an electronic program                           j) D4EL<D9A<9 �AF9DA9F4  
 
�@4<<4B8G5A:>5 7444=85: 
1.The old man’s clothes  & torn.  
a) was                  c) were 
b) is                      d) has been 
2. We mustn’t climb the mountain, & we? 
a) can                   c) mustn’t 
b) can’t                d) must 
3. The President & a fund for the homeless. 
a) found                c) founds 
b) finds                 d) founded 
4. He draws extremely & . 
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a) good                   c) well 
b) bad                     d) fine 
5. If I & a millionaire, I’ll give lots of money to the poor. 
a) be                            c) become 
b) is                             d) are 
6. Shall I throw & coffee away? 
a) a                              c) these 
b) an                           d) this 
7. Some people like summer best, some like spring or autumn, & prefer winter. 
a) another                   c) the others 
b) the other                d) others 
8. Hey, Jack! How are you getting & ? 3 Fine, thanks. 
a) of                               c) on 
b) off                             d) over 
9. Well, girls, who is going to & the table for tea? 
a) lay                              c) laid 
b) He                             d) lain 
10. Nobody likes to be cheated, & he? 
a) doesn’t                      c) is 
b) does                           d) isn’t  
 
�O55@8B5 ?@468;P=O9 64@84=B ?5@56>44. 
1) «Incorrect number of parameters» 
   4) A969DAO9 C4D4@9FDO 
   5) A969DAB9 >B?<K9EF6B C4D4@9FDB6 
   6) A969DAO= AB@9D C4D4@9FDB6 
 
2) «Bad command or file name» 
   4) A969DA4S >B@4A84 < <@S H4=?4 
   5) A969DA4S >B@4A84 < H4=? <@9A< 
   6) A969DA4S >B@4A84 <?< <@S H4=?4 
 
3) «Insufficient disk space» 
   4) 8BEF4FBKAB @9EF4 A4 8<E>9 
   5) A9 8BEF4FBKAB @9EF4 A4 8<E>9 
   6) 8<E> 8BEF4FBKAB7B B5Nё@4 
 
4) «No room for system on destination disk» 
   4) A9F @9EF4 8?S E<EF9@O A4 8<E>9, A4 >BFBDO= BEGM9EF6?S9FES >BC<DB64A<9 
   5) A9F CDBEFD4AEF69AAB= E<EF9@O A4 8<E>9, A4 >BFBDO= BEGM9EF6?S9FES >BC<DB64A<9 
   6) A9 CB@9M4=F9 E<EF9@G A4 8<E>, A4 >BFBDO= BEGM9EF6?S9FES >BC<DB64A<9 
 
5) «Syntax error» 
   4) E<AF4>E<K9E>4S BL<5>4 
   5) BL<5BKAO= E<AF4>E<E 
   6) BL<5>< 6 E<AF4>E<E9 
 
6)               «Keyboard system»                                                                                                                        
   4) E<EF9@A4S >?46<4FGD4 
   5) E<EF9@4 >?46<4FGDO 
   6) >?46<4FGD4 6 E<EF9@9 
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7) «Read error in the file <x=» 
   4) K<F4=F9 H4=?<x= 
   5) A969DAB9 KF9A<9 H4=?4=x= 
   6) BL<5>4 CD< KF9A<< H4=?4 <x= 
 
�O55@8B5 ?@468;P=O9 ?5@56>4 A;>64 

1) «�?46<L4» 
4) drive 
5) port 
6) root 
7) key 
8) mouse 
 
2) «#4@SFP» 
4) error 
5) message 
6) memory 
 7) mouse 
8) name 
 
3) «�@S» 
4) character  
5) key 
6) port 
7) mouse 
8) name 
 
4) «#BDF» 
4) keyboard 
5) drive 
6) mouse 
7) port 
8) file 
 
5) «�BDA96B=» 
4) hard 
5) floppy 
6) personal 
7) root 
8) display 
 
6) «�<E>B6B8» 
4) drive 
5) diskette 
6) disk 
7) port 
8) screen 
 
7) «Э>D4A» 
4) display 
5) keyboard 
6) memory 
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7) error 
8) screen 
 
8) «"L<5>4» 
4) message 
5) root 
6) port 
7) printer 
8) error 
  
9) «#DB7D4@@AB9 B59EC9K9A<9» 
4) hardware software 
5) program 
6) software 
7) command 
8) character 
9) message 
 
10) « 9EFB» 
4) usage 
5) enough 
6) such 
7) warning 
8) room 
  
П5@56548B5. �O55@8B5 ?@468;P=O9 64@84=B >B65B4. 
1. Э?9>FDBAA4S J<HDB64S CB8C<EP QFB  

 4A4?B7 EB5EF69AABDGKAB= CB8C<E<, S6?SRM<=ES ED98EF6B@ ;4M<FO <AHBD@4J<<* 
 8B>G@9AF, CD<7B8AO= 8?S 46FB@4F<K9E>B7B EK<FO64A<S EB89D:4M9=ES 6 Aё@ 
<AHBD@4J<< 

 98<AO= @9I4A<;@ CB D45BF9 E 8B>G@9AF4@<, CD98EF46?9AAO@< 6 Q?9>FDBAAB@ 6<89 
 EBEF46?9A<9 AB@9A>?4FGDO 8B>G@9AFB6, HBD@<DB64A<9 ECD46BKA<>B6 < 
>?4EE<H<>4FBDB6, EBEF46?9A<9 <AEFDG>J<= 

 
2. #B8 <E>GEEF69AAO@ <AF9??9>FB@  B5OKAB CBA<@4RF  

 ECBEB5ABEF< >B@CPRF9DAOI E<EF9@ > F4><@ 89=EF6<S@, >BFBDO9 A4;O64?<EP 5O 
<AF9??9>FG4?PAO@<, 9E?< 5O <EIB8<?< BF K9?B69>4* 

 >?4EE C4>9FB6 6>?RK49F: <AHBD@4J<BAAO9 E<EF9@O, CB889D:<64RM<9 8<4?B7 A4 
9EF9EF69AAB@ S;O>9 

 ECBEB5ABEF<, E6S;4AAO9 E K9?B69K9E><@ @OL?9A<9@ 

 и=теллектуалP=Oе пакетO приклад=Oх програ<<, CB;6B?SRM<9 D9L4FP 
CD<>?48AO9 ;484K< 59; CDB7D4@@<DB64A<S 

 
3. �B@CPRF9DAO9 6<DGEO 3 QFB& 

 H4=?O, <@9RM<9 BCD989?9AAB9 D4EL<D9A<9 
 CDB7D4@@O, ECBEB5AO9 > E4@BD4;@AB:9A<R (E4@B>BC<DB64A<R)* 
 CDB7D4@@O, EBID4ASRM<9ES 6 BC9D4F<6AB= C4@SF< CBE?9 6O>?RK9A<S >B@CPRF9D4 
 H4=?O, >BFBDO9 A96B;@B:AB G84?<FP 

&9>EF № 5. 
The Development of the Computers in the USA 

 

http://ru.wikipedia.org/wiki/%D0%AD%D0%BB%D0%B5%D0%BA%D1%82%D1%80%D0%BE%D0%BD%D0%BD%D0%B0%D1%8F_%D1%86%D0%B8%D1%84%D1%80%D0%BE%D0%B2%D0%B0%D1%8F_%D0%BF%D0%BE%D0%B4%D0%BF%D0%B8%D1%81%D1%8C
http://ru.wikipedia.org/w/index.php?title=%D0%90%D0%BD%D0%B0%D0%BB%D0%BE%D0%B3_%D1%81%D0%BE%D0%B1%D1%81%D1%82%D0%B2%D0%B5%D0%BD%D0%BD%D0%BE%D1%80%D1%83%D1%87%D0%BD%D0%BE%D0%B9_%D0%BF%D0%BE%D0%B4%D0%BF%D0%B8%D1%81%D0%B8&action=edit&redlink=1
http://www.klgtu.ru/students/literature/inf_asu/990.html
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      In the early 1960’s , when computers were hulking mainframes that took up entire rooms, 
engineers were already toying with the then 3 extravagant notion of building a computer intended for 
the sole use of one person, by the early 1970s, researches at Xerox’s Polo Alto Research Center 
(Xerox PARC) had realized that the pace of improvement in the technology of semiconductors 3 the 
chips of silicon that are the building blocks of present 3 day electronics 3 meant that sooner or later the 
PC would be extravagant no longer. They foresaw that computing power would someday be so cheap 
that engineers would be able to afford to devote a great deal of it simply to making  non-technical 
people more comfortable with these new information-handling tools, in their labs, they developed or 
refined much of what constitutes PCs today, from < mouse= pointing devices to software <windows=. 
   Although the work at Xerox PARK was crucial, it was not the spark that took PCs out of the hands 
of experts and into the popular imagination. That happened in January 1975, when the magazine 
Popular Electronics put a new kit for hobbyists, called the Altair, on its cover, for the first time, 
anybody with $400 and a soldering iron could buy and assemble his own computer. The Altair inspired 
Steve Wosniak and Steve Jobs to build the first Apple computer, and a young college dropout named 
Bill Gates to write software for it. Meanwhile, the person who deserves the credit for inventing the 
Altair, an engineer named Ed Roberts, left the industry he had spawned to go to medical school. Now 
he is a doctor in  
a small town in central Georgia. 
   To this day, researchers at Xerox and elsewhere pooh-pooh the Altair as too primitive to have made 
use of the technology they felt was needed to bring PCs to the masses. In a sense, they are right.  
The Altair incorporated one of the first single-chip microprocessor 3 a semiconductor chip, that 
contained all the basic circuits needed to do calculations 3 called the Intel 8080. Although the 8080 
was advanced for its time, it was far too slow to support the mouse, windows, and elaborate software 
Xerox had developed. Indeed, it wasn’t  until 1984, when Apple Computer’s Macintosh burst onto the 
scene, that PCs were powerful enough to fulfill the original vision of researchers. 
   Researchers today are proceeding in the same spirit that motivated Kay and his Xerox PARC 
colleagues in the 1970s: to make information more accessible to ordinary people. But a look into 
today’s research labs reveals very little that resembles what we think of now as a PC. For one thing, 
researchers seem eager  to abandon the keyboard and the monitor that are the PC’s trademarks. Instead 
they are trying  
to devise PCs with interpretive powers that are more humanlike 3 PCs that can hear you and see you, 
can tell when you’re in a bad mood and know to ask questions when they don’t understand anything 

 
�040=8я : B5:ABC: 
1. #DBK<F4=F9 F9>EF < C9D9698<F9 C9D6O9 864  45;4J4 A4 DGEE><= S;O> . 
 
2. !4=8<F9 6 F9>EF9 CD98?B:9A<S, EB89D:4M<9 A<:9E?98GRM<9 E?B64 < 6OD4:9A<S: 
a) hulking mainframes 
b) a pace of improvement in the technology 
c) computing power 
d) non 3 technical people 
e) researchers of Xerox 
f) the first single-chip microprocessor 
g) to do calculations 
 
3. %BBFA9E<F9 E?98GRM<9 >?RK96O9 E?B64 E EBBF69FEF6GRM<@ C9D96B8B@: 
1) a microprocessor                                           a) DGKAB9 GCD46?9A<9 
2) to do calculations                                          b) Q>EC9DF 
3) to motivate                                                    c) Q?9>FDBA<>4 
4) an invention                                                  d) F9IAB?B7<S  CB?GCDB6B8<@BEF< 
5) electronics                                                     e) >?46<4FGD4 
6) a technology of semiconductors                    f) >B@CPRF9DA4S @BMP 
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7) a keyboard                                                    g) <;B5D9F9A<9 
8) an expert                                                       h) CB5G:84FP 
9) handling tool                                                 i) @<>DBCDBJ9EEBD 
10) computing power                                        j) 89?4FP 6OK<E?9A<S 
 
�@0<<0B8G5A:>5 7040=85 
1.He used & in a bank. 
a) work                   c) working 
b) to work             d) to working 
 
2. What & shame you could not join us! 
a) an                        c) 3  
b) the                      d) a 
 
3. He sailed from Southampton down & English Channel. 
a) an                         c) the 
b) a                           d) 3 
 
4. Go & immediately! 
a) in                           c) of 
b) into                      d) out 
 
5. Do you own this lovely house or do you & it? 
a) employ                 c) hire 
b) rent                      d) appoint 
 
6. He is fond of & speeches in public. 
a) make                     c) making 
b) makes                  d) doing 
 
7. I think I know & can help us. 
a) that                       c) which 
b) what                    d) whom 
 
8. There is & provocative in her behavior.  She is very shy and modest. 
a) something             c) everything 
b) anything                d) nothing 
 
9, The students watched the famous surgeon & the operation and couldn’t help admiring his 
skill. 
a) made                      c) doing 
b) making                   d) do 
 
10. The sun & early in this part of the world. 
a) sits                           c) has set 
b) is sitting                 d) sets        
 
�O15@8B5 ?@028;P=O9 20@80=B ?5@52>40. 
1) «Invalid drive specification» 
   4) A969DAB BCD989?ёAAO= 8<E>B6B8 
   5) BCD989?<F9 8<E>B6B8 CD46<?PAB 
   6) A969DAB9 BCD989?9A<9 8<E>B6B84 
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2) «Parameters not compatible» 
   4) C4D4@9FDO A9 EB6@9EF<@O 
   5) A9EB6@9EF<@BEFP C4D4@9FDB6 
   6) A9EB6@9EF<@O9 C4D4@9FDO 
 
3) «Sector size too long» 
   4) D4;@9D E9>FBD4 E?<L>B@ 8?<AAO= (5B?PLB=) 
   5) 8?<A4 D4;@9D4 E9>FBD4 
   6) 8?<AAO= E9>FBDAO= D4;@9D 
 
4) «Too many files open» 
   4) E?<L>B@ @AB7<9 H4=?O BF>DO64RFES 
   5) E?<L>B@ @AB7B H4=?B6 BF>DOFB 
   6) BF>DOF<9 E?<L>B@ @AB7<I H4=?B6 
 
5) «Target disk is non-removable» 
   4) A9 C9D9ABE<FES  8<E>, A4 >BFBDO= CDB<;6B8<FPES >BC<DB64A<9  
   5)  C9D9A9E9A<9 8<E>4, A4 >BFBDO= CDB<;6B8<FPES >BC<DB64A<9 
   6) 8<E>, A4 >BFBDO= CDB<;6B8<FPES >BC<DB64A<9, A9 S6?S9FES ENё@AO@ 
 
6) «Partition selection is not bootable» 
   4) A9 BEGM9EF6?S=F9 C9D6BA4K4?PAGR ;47DG;>G <; 6O5D4AAB= EB6B>GCABEF< K4EF9= 8<E>4 
   5) A9 ECBEB5A4S > C9D6BA4K4?PAB= ;47DG;>9 6O5D4AA4S EB6B>GCABEFP K4EF9= 8<E>4 
   6) 6O5D4AA4S EB6B>GCABEFP K4EF9= 8<E>4 A9 ECBEB5A4 > C9D6BA4K4?PAB= ;47DG;>9  
 
7) «Insert source diskette» 
   4) 8<E>9F4, E >BFBDB= BEGM9EF6?S9FES >BC<DB64A<9, 6EF46?9A4 
   5) 6EF46PF9 8<E>9FG, E >BFBDB= BEGM9EF6?S9FES >BC<DB64A<9 
   6) >BC<DB64A<9 BEGM9EF6?S9FES EB 6EF46?9AAB= 8<E>9FO 
 
�O15@8B5 ?@028;P=O9 ?5@52>4 A;>20 

1) «'EFDB=EF6B» 
4) device 
5) divise 
6) divice 
7) divese 
8) dyvice 
 
2) «�O6B8<FP A4 C9K4FP» 
4) prynd 
5) print 
6) prind 
7) printe 
8) prinde 
 
3) «�D9@S» 
4) taim 
5) taym 
6) time 
7) tyme 
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4) «�4F4/Ч<E?B» 
4)date 
5) deit 
6) deyt 
7) dete 
8) dat 
 
5) «(4=?O» 
4) faylz 
5) failz 
6) failys 
7) fails 
8) filez 
 
6) «#B8E>4;>4» 
4) prompt 
5) promt 
6) promp 
7) proms 
8) prompte 
 
7) «"F?48>4 CDB7D4@@O» 
4) debug 
5) debag 
6) dibag 
7) de bug 
8) debak 
 
8) «&DBC4» 
4) puth 
5) part 
6) pat 
7) past 
8) path 
 
9) « 9F>4» 
4) lable 
5) leible 
6) leibal 
7) label 
8) labl 
 
10) «#9D9DO6» 
4) pauze 
5) porse 
6) parse 
7) pause 
8) paus 
 
 
 


